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This Policy Track contained 6 very diverse and interesting presentations, highlighting the wide variety of network science applications for military and defense policy, particularly regarding potential use of simulations for real-world contexts and battlefields. Taken together, the presentations helped me recognize a broad spectrum of network characteristics, ranging from purely physical networks at one end to purely virtual networks at the other, and between these two extreme are various clusters of networks with hybrid characteristics. Across the spectrum, trust seems to be the most critical element; we need to strengthen and protect trust among our own networks and degrade the trust and integrity of our adversaries’ networks. Overall, there is much we can learn about ways to impact the trust within a particular network. Clearly, the national security community ignores academic expertise in network science at our peril. The presentations these past two days have also illustrated the need for cross-disciplinary analysis on the existence and behaviors of networks (and their sub-components), particularly with regard to transnational, clandestine networks involving criminals, terrorists, and other potentially violent non-state actors. In sum, the policy implications of network science are quite self-evident based on this cursory sampling of research projects from different disciplines.
